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This document includes the following topics:

- What's changed in this release
- Resolved issues
- Installing this Maintenance Pack
- Documentation resources

What's changed in this release

This section lists the issues that are fixed in this release of Symantec Encryption Desktop.

Resolved issues

The following issues have been resolved in this release of Symantec Encryption Desktop for Windows:
Drive Encryption

- Symantec Drive Encryption users can now encrypt a USB device with a key, and then re-insert the USB into a computer and successfully authenticate at the passphrase prompt. [4053582]

- On Dell systems, Symantec Drive Encryption users can now successfully authenticate at PGP BootGuard with a passphrase that includes special characters. The Shift key now works properly during preboot authentication. For more information, see https://support.symantec.com/en_US/article.TECH240217.html. [3987487, 3965545, 3969133, 3987673]

- Starting with version 10.4.0, Symantec Encryption Desktop is compliant with FIPS 140-2. Therefore, enabling the FIPS 140-2 Operational and Integrity Checks option is not necessary. However, enabling the FIPS 140-2 Operational and Integrity Checks option no longer displays any error message. For more information, see https://support.symantec.com/en_US/article.TECH235623.html. [3989802]

Installing this Maintenance Pack

For information about installing or upgrading to this Symantec Encryption Desktop 10.4.1 MP1, refer to the "Installing Symantec Encryption Desktop" chapter in the Symantec Encryption Desktop for Windows User's Guide 10.4.1. Download the user's guide from https://support.symantec.com/en_US/article.DOC9226.html.

Documentation resources

This section provides a link to the documentation for Symantec Encryption Desktop 10.4.1 and Symantec Encryption Management Server 3.4.1.

The documentation is distributed as downloadable PDF files on the Symantec Support website. See https://support.symantec.com/en_US/article.DOC9491.html.